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Introduction

As a consequence of a SoH, for KI#1 at SA2#160AH, the following CRs S2-2401481 and S2-2401480 were technically endorsed on the subject of NSAC for slice replacement. However, with this approach the SMF of the Alternative Slice can only contact the NSACF of the Alternative S-NSSAI if any applies (or none if the alternative S-NSSAI is not subject to NSAC). This means that the replaced S-NSSAI NSAC is totally ignored (including the lack thereof). However, this is contrary to the principle adopted for the enforcement of the NS-AoS (see S2-2401514 where the replaced network slice NS-AoS is enforced despite the Network slice has been replaced). Nokia believes that 3GPP SA2 should adopt a uniform and consistent approach and logic across the NSAC and NS-AoS enforcement and therefore also apply the constraints of the replaced network slice when the UE is served by the Alternative Network Slice. 

In addition, while taking the constraints of the replaced network slice into account, the policy may be to just apply the constraints of the replaced network slice or the constraints of both slices at the same time, or no constraints at all if e.g. the replaced network slice had no applicable NSAC. To achieve this, it is necessary that:

When network slice replacement happens, each AMF and SMF of the alternative S-NSSAI, when network slice replacement happens, interacts, if applicable, with the NSACF(s) of both the replaced and Alternative network slice for the network slice for UE registration and PDU session related events.

· During network slice replacement, the SMF and AMF indicate to the NSACF, in addition to the S-NSSAI related to the NSAC transaction, also the Replaced and Alternative S-NSSAI so the NSACF can apply the policies for the S-NSSAI pair.
· The SMF/AMF of the replaced network slice apply NSAC by interacting with both the NSACF of the replaced network slice and of the alternative network slice (if any applies).
· The AMF and SMF of the alternative network slice need to check whether the replaced network slice is subject to NSAC even if the alternative network slice isn’t.

If this is not done, we welcome a solution that would be consistent with the principle that the replaced network slice is the root for policy decisions that is further confirmed by the approved CR in S2-2401517 (see yellow text here below)

	When a new PDU Session is established and the SMF receives both an S-NSSAI and an Alternative S-NSSAI, the SMF includes both the replaced S-NSSAI and the Alternative S-NSSAI in SM Policy Association establishment request to PCF. The PCF may retrieve PDU Session policy control subscription information using both the replaced S-NSSAI and the Alternative S-NSSAI. The PCF may makes policy decision based on the Alternative S-NSSAIby combining subscription information of the replaced NSSAI and the Alternative S-NSSAI based on the principle that if there is common information present for both S-NSSAIs, the PCF choses the data of the replaced S-NSSAI. The PCF registers the replaced S-NSSAI in the BSF.




Conclusion

Based on the above we propose that we enhance the text of interaction among AMF/SMF and NSACF in case of Network Slice Replacement as follows:

1) In case of Network Slice Replacement an AMF/SMF of the Alternative Slice indicates both replaced and alternative slices in the update message to NSACF(s) that handle the network slice(s) involved in the replacement procedure if NSAC is applicable to any of the network slices such that the appropriate operator policy with respect to quota is applied.

2) In case of Network Slice Replacement an AMF/SMF for the alternative network slice interacts with the NSACF(s) that handle the network slice(s) involved in the replacement procedure if NSAC is applicable to any of the network slices.

It is proposed to approve the CRs in S2-2402870, S2-240286. 

=======================================================================

Annex 1

Different policies are possible on how to account the UEs in the replaced and alternative network slice when at least one of them is subject to NSAC. Network slice replacement becomes a trigger for NSAC and various policies can apply as the table below describes the possible scenarios for an existing session/already registered UE when network slice replacement occurs.


	
	Replaced S-NSSAI 1 subject to NSAC
	Alternative S-NSSAI 2 
subject to NSAC
	NSAC behavior options

	Case 1
	YES
	NO
	Decrease S-NSSAI 1 -> more users/sessions of S-NSSAI 1 can be served than negotiated quota. On the plus side, the AMF/SMF behavior is not impacted.

	
	
	
	Keep S-NSSAI 1, number of UE/sessions unchanged. This means the UE is logically still in S-NSSAI 1 while replacement occurs, but the AMF/SMF behavior for S-NSSAI is impacted.

	Case 2
	YES
	YES
	Decrease S-NSSAI 1 increase S-NSSAI 2-> more users/sessions of S-NSSAI 1 can be served than negotiated quota, fewer subscribes/sessions of S-NSSAI 2 can operate. On the plus side, the AMF/SMF behavior is not impacted.

	
	
	
	[bookmark: _Hlk149910184]Keep S-NSSAI 1 , S-NSSAI 2 number of UE/sessions unchanged. This means the UE is logically still in S-NSSAI 1 while replacement occurs, but the AMF/SMF behavior for S-NSSAI is impacted.

	Case 3
	NO
	YES
	increase S-NSSAI 2-> fewer subscribes/sessions of S-NSSAI 2 can operate and all of a sudden the UE becomes subject to NSAC even if it was not for the S-NSSAI 1. On the plus side, the AMF/SMF behavior is not impacted.

	
	
	
	Keep S-NSSAI 2 number of UE/sessions unchanged. This means the UE is logically in S-NSSAI 1 while replacement occurs and is not subject to NSAC as per SLA, but the AMF/SMF behavior for S-NSSAI is impacted.



For a new registration and/or session establishment after replacement:

	
	Replaced S-NSSAI 1 subject to NSAC
	Alternative S-NSSAI 2 
subject to NSAC
	NSAC behavior options

	Case 1
	YES
	NO
	Increase S-NSSAI 1 -> more users/sessions of S-NSSAI 1 can be served than negotiated quota. 

This means the UE is logically still in S-NSSAI 1 while replacement occurs, but the AMF/SMF behavior for S-NSSAI 2 is impacted as it needs to contact the NSACF of the replaced slice

	
	
	
	Keep S-NSSAI 1, number of UE/sessions unchanged. This means UE is no longer subject to NSAC for slice 1. On plus side, the behavior of SMF/AMF for S-NsSAI2 is not impacted.

	Case 2
	YES
	YES
	Increase S-NSSAI 1: This means the UE is logically still in S-NSSAI 1 while replacement occurs, but the AMF/SMF behavior for S-NSSAI 2 is impacted as it needs to contact the NSACF of the replaced slice S-NSSAI 1

	
	
	
	Increase S-NSSAI 2 This means UE is no longer subject to NSAC for slice 1, but to NSAC for S-NSSAI2 and this may have side effect that are difficult to estimate. On plus side behavior of SMF/AMF for S-NSSAI2 is not impacted.

	Case 3
	NO
	YES
	Increase S-NSSAI 2 -> all of a sudden UE becomes subject to NSAC. On the plus side, the AMF/SMF behavior for S-NSSAI 2 is not impacted.


	
	
	
	Keep S-NSSAI 2, number of UE/sessions unchanged. This means UE is still not subject to NSAC . On minus side, behavior of SMF/AMF for S-NSSAI2 is not impacted.
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